


HI PAA Compliance 

lnteq is committed to complying with the Health Insurance Portability and Accountability Act (HIPM). 

Privacy, Security and Electronic Transactions standards. 

lnteq has implemented policies, processes and procedures designed to ensure compliance with the 

privacy standards, and regularly monitors and audits these changes for compliance and effectiveness. 

Systems, policies and procedures are identified for development and/or enhancement , Internet and 

interface connectivity is encrypted and/or password protected, and electronic access is limited to only 

those individuals/entities who are authorized. 

Compliance Details Confidentiality Details 

• Full-time compliance officer responsible for

implementation of programme

• Quality billing services with written standards and

policies

• Staff empowerment with regular training,

innovative compensation systems, appraisal and

deve lopmenta l  sys tems ,  recogn i t ion ,
participation and quality o f  work

• Multiple channels to report possible non­
compliance or systemic errors

• Regular systems and process reviews by a

dedicated quality assurance team

• Regular audit of overall compliance effort,

including objective external audits.

• Formulation of corrective plans to address any
instances of non-compliance

• Security systems throughout the facility to ensure
HI PM compliance

lnteq Advantages 
• Stability: A track record of excellence, with

I 00% client/partner retention
• Methodology: Six sigma & ISO 900 I with high

accuracy levels of 99 .25% and above
• Technology: State-of-the-art HIPM compliant

technology/ 128-bit encryption, data portability
and redundancy

• Cost Effective: Savings of up to 60%
• Outstanding Customer Services: Scalable

365, 24x7 global operations with rapid

implementation of 3-4 weeks. Proven track
record of satisfied customers

• Free trial: Free trial offer for two weeks for any
amount of work load without any investment

from customers side
• Long-term/flexible relationships: We aim at

life-long relationships

• Physical Security with ID cards, biometrics and

onsite security forces

• Information Security with 128 bit encrypton,

SSL

• Desktop Access by auto log off, ID/password

protection screensavers, security-enabled OS
(Win NT /2003-XP Pro) and appropriate

personal classifications.

• Seamless Continuity with emergency response
procedures, disaster recovery plans and business

continuity plans

• Human Resource ensures the requisite HIPM

knowledge

• Privacy to control health records including
access, disclosures, standard, consent and
authorization

• Business Associates & Partners will have up-to­
date contractual agreements

• Auditing with on-site and off-site capability to

retrieve records within the specified time-frames

• Documentation of all policies to be followed

lnteq Features 

• State-of-the-art facility with HIPM compliant

technology

• Rapidly scalable infrastructure model

• Secured dedicated leased communication links

• Matured methodologies using Six sigma & ISO
9001

• Multiple hardware and software platforms for

development

• Redundant captive backup power generation

• Highly secure and segmented data network

• Electronic and physical access control on a need

to use basis

• Certified team trained under coding experts in

the US.
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